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dszasd anvuafianuazlinsaivagunisaniiunissuanusiuaslasafsdniuansaunaues

o v

PR
URANLNEIUDY

o

218
q

o o d‘ 2 A ¥ o ¥ o a = a

ANUNIY LW@SL'MLﬂuvl,'ﬂﬁ’]&mﬁ\‘ﬂ@‘ﬂﬂﬂﬂﬂ\?ﬂﬂﬂﬂﬂ’]ﬁuﬁﬂqx‘iﬁﬁ‘ﬂ@ [ENZE LL@$?$L'LIEI'LJ1J£]

o A4 .
MeAIBEANNEITN:
(1) wenasulauneanutuaslasasenduanadanenienes (Information Security Policy Document)

(2) naemagauuaslszilinulaunaauiuastaansie (Review of the Information Security Policy)

2. TAseafaneauAuduAstaaafaansawina (Organizational of Information Security)
2.1. laseaFanmeamuanusiuastlanasaaasawmanie lwgdn1ineiu (Internal Organization)
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(1) UNLINBAEUENNANNILRAT LA UANITLAYLaeAR &N A (Information Security Roles and

Responsibilities)
(2) nsuLNLENMINARINSLRATEL (Segregation of duties)

(3) nsuTuIann1slasannie liAuuaiumstaensie (Information Security in Project Management)

2.2 gunanlranfiaimesuiuunnniuaznisd])ifeuainnnauen (Mobile Devices and Teleworking)

o

nnszasn: WesnanudiaslaeniadmivaisaumaresnisfisnisszezinaivenisUimeuainaiauen

waznslfeuresgunsnlrauiamesiuunnn

1

a4 A
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(1) wlausdusunisldevainsnlraniawasiuuwnng (Mobile device policy)
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3. nesnuAntasadeA uninansuyee (Human Resource Security)

3.1 mﬁmmqmmmﬁ@umﬁwqm (Prior to Employment)
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(1) n19873UIYAANT (Screening)

2) fenmuanardenlanisdnaany (Terms and conditions of employment)
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3.2 3@ eanuiuAstaandaansiduE1uiing (During employment)
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TIEHATLAEANLNEIUD:

(1) wiANFURATeL8E1L3US (Management responsibilities)
(2) nzafuaNaszin nsliAufuaznisausnlipniAuANTuRsse a1 salmeA (Information
Security Awareness, Education and Training)

(3) NFELIUNININIUE (Disciplinary Process)

3.3 ﬂ’1ﬁ‘?ﬁuqﬂﬁ?‘@ﬂ’}ﬂﬂaﬂum?%ﬁ\i\i’m (Termination and change of employment)
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(1) mmuqmm’aﬂ’]iLﬂ@ﬂuumwm’]mUNmﬂ@um'ﬂ\‘imim\‘i\‘i’m (Termination or Change of Employment

Responsibilities)

NNTUTNITAANTAUNTWE (Asset Management)

4.1, nsuiatausadunsne (Responsibility for Assets)
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Tagilsvase: e ldRuninedmasdiineu Wiunisasiunazinifasatnamunzas
o dd
MeazidaaNades:
(1) nzdau@unsne (Inventory of assets)
2) AR resdunine (Ownership for Assets)
(3) nizauny R W ldAuNINe (Acceptable Use for Assets)

(4) N13AUAUNINE (Return on Assets)

4.2 nednvNaauydayauarAunineaisawma (Information Classification)
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TIEHATLAEANLNEIUD:

(1) nsdanvintede aasdeya (Labeling of Information)

(2) N13aANIARUNINE (Handling of Asset)



n191d13viad ey (Cryptography)
5.1 NMenuuANIIAILANNIIENIiaTaLya (Cryptographic controls)
Tnquszacd: ieldinisdnsiadeyaetnamnzanuarldng uazniedesfunnudy nislaeuulas sidenanugnes
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TIEHATLAEANLNEIUD:

(1) u‘Eamﬂmﬂﬁmm':rﬂ'mfﬁq@ﬁm"ﬁmg@ (Policy on the Use of Cryptographic Controls)

AMNAUAIL AR ATEN AN TN LAZRILIARBNDIANT (Physical and Environmental Security)
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6.1 URnniFesinisimnusTumalaeansie (Secure Areas)
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(1) nsfvusuRT A st (Physical Security Perimeter)
(2) mimuaumﬁh@@ﬂ (Physical Entry Controls)
(3) AnesnENANNIUATLanAREFNTNL TRy waziresiiasing *] (Securing Offices, Rooms and
Facilities)
(4) miﬂmﬁuﬁﬂ@ﬂmmmmﬂmﬂLLm?q'\ummi"auﬁluj (Protecting against External and Environmental Threats)
(5) miﬂﬁﬂﬁmuhﬁuﬁﬁumﬂa@c-m“ﬂ (Working in Secure Areas)
(6) miﬁwumﬁuﬁ'zﬁwﬁuuﬂﬂ@mﬂu@ﬂiﬁu—zﬁﬁwm (Delivery and Loading Areas)

6.2 ANuNuAslaeniuaeagLnInl (Equipment)
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NEALIBEATIN TR

(1) ma"ﬁvm;v\‘iLLmﬁﬂ\‘ﬁuQﬂﬂmj(Equipment Setting and Protection)
(2) miﬁ_]l,mfaqﬂnmiﬁm °] (Supporting Utilities)

(3) nnauaneluazaneiaida (Cabling Security)

4) n3guainmeinnl (Equipment Maintenance)

(5) N1UNAUNINETIRIRIANTRENUBNANINIU (Removal of Asset)



(6) miﬂmﬁwﬂqﬂﬂmILL@zaum'i“vwarmmumﬂﬁﬁmu@fgu@nummm (Security of Equipment and asset Off-
Premises)

(7) meaanisginsnivzanisigunsnindusnldlus (Secure Disposal or Re-use of Equipment)

(8) maﬂmﬁuqﬂnmﬁmm;ﬁ%’qwuﬁiﬁﬁé’@m (Unattended User Equipment)

(9) nsmauANNslasAunindansaumeandnAnylilunldilasasit (Clear Desk and Clear Screen Policy)

AN uALlaeadug11SuN1TANLTHRIIR (Operation Security)

7.1

7.2

7.3

ﬁum@umiﬂgjuﬁmumwﬁﬁm’mé‘”uﬁmm (Operation Procedures and Responsibilities)
mnisrasa: Lﬁﬂiﬁ’ﬂﬁ@ﬂ{‘ju“‘mwuﬁugﬂm?afﬂizmammummLﬂuiﬂﬂﬂwgﬂﬁmLLmﬁmmﬁumﬂ@@mﬁﬂ
a A4 .
TeaslpgANNeITes:
(1) mstuuadureunisUiRnuliduateansnienes (Document Operating Procedures)
(2) n139mn1nNnasuuLlas (Change Management)

(3) AN9AANITTAAINNAINITD (Capacity Management)

n3tfesiulilsunsnluilseae@s (Protection from Malware)
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nnuszase naldansanmawazglnsnfilszananaansaumedliatnagnses uazduasilasnsis
o dd s
EATIBEANINLITR:

(1) wmsnstlesriullsunsulitszaedn (Control Against Malware)

n1sd3aedasya (Backup)
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TIEHATLALANINEIUR:

0] m'izi’ﬁ'i'a\‘i%"m;lj@ (Information Backup)

o v o o o Y L '
mmmuﬂdﬂ@'ﬂﬂﬂﬂ@’]ﬂium%ﬂzﬂ’]?"ll'm;lj@ (Communication Security)

8.1

nsaANNIELLSNENANNUaeATusELLLATRINE (Network Security Management)
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(1) n1smauANNIadDawRFaTe (Network Control)
2) Auupslasafag uiunislduininATetng (Security of Network Service)

(3) mdmutiATatnanneludtinany (Segregation in Network)

NTUTNITIANITIMANIT A UANT At ae AEaNTauImNA (Information Security Incident Management)

9.1 MIUTUIIANITMRN TN UANNBAIL AR EAsaINALAZNNTLFULIZ (Management of information security

incidents and improvements)

o

nniszase: ialiunnisaluazqaseuiinadesiuauduaslaeniosessunasaumaresdinau lasunis

: :
= v

ATLNINgNseslutnszazna I AN

1%

o o
TIEHASLALANINEIUB:

(1) Mﬁﬂﬁm’mi"uamﬂuLL@z‘ﬁ/umuﬂﬁu?l (Responsibilities and Procedures)

2) ma‘mm’mmqmam‘ﬁLﬁmﬁﬁmﬁummﬁumﬂ@@mﬁﬂ (Reporting Information Security Events)
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1 o o

(3) mﬁwmﬁu‘-gm'a'@uﬁl.ﬁmmmﬂummuumﬂmmﬁﬂ (Reporting Information Security Weaknesses)

(4) natlsifiuuayindulasagnunisainnusiuadannfuansauma (Assessment of and decision on
information security events)

(5) m@m’aumum[ﬁimmm@dﬂqmﬁumﬂ@ﬂmﬁ’ﬂmmumm (Response to information security incidents)

(6) mil,"i“ﬂuf@’mm&;m@m’ﬁLﬁm%\ﬁummﬁumﬂmmﬁﬂ (Learning from Information Security Incidents)

(7) nsifiuausINmwang U (Collection of Evidence)



10 N1TUTUIIAANITA NS LA AR AfEaNTaUIA tNaa519ANFLTa9N 19597 A (Information security aspects of
business continuity management)

10.1AnNAaLesiuANTUAIlae AT uANTA1NA (Information security continuity)

Trqilsvasd: atlasiunisugatednlunisaivauaesdnineu MUNaNIaINANNANIAIUTANIUE AN

RINERA RN
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o o
TUEHASLALANLINEIUB:

(1) N13NUALAMNFABLHEIAUANNT AL aB AR E13dWMA (Planning information security continuity)

(2) maUfuRNesEennsaieANseiasiuanuialaendaatsauna (Implement information
security continuity)
(3) NMTATIARAL NLNIK WaznsLlsziiuanuAaiiiessuAiunIlaenfuansawmne (Verify, review and

evaluate information security continuity)
13.2 nMawmsenginsniilszaianadnses (Redundancies)
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o A4
TEHACIRYANLNYIUD:

(1) anmanunianlieveesglnanidszinanaansaune (Availability of information processing facilities)
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